***Affidavit* C**

**AFFIDAVIT TO BE GIVEN BY ALL STUDENTS OF UGEPV IN RELATION TO CYBER POLICY OF THE UNIVERSITY**

**AFFIDAVIT BY THE STUDENT**

I, (Student's name) S/D/O

( Father's name), a student of course semester , with admission

no.: & Registration No.: , Enrollment No.:

having been admitted to Graphic Era Hill University, Campus, I have also

understood the cyber policy of the University which is published in the university web site and I hereby solemnly affirm and undertake that I will abide with the same and will not indulge in any of the following listed cyber offences.

**I further** solemnly **affirm that I shall not indulge in any act, abetment of act or attempt to act which adversely affects the reputation of the University or the persons related to the University such as the President, Members of the Management, Chancellor, Vice Chancellor, Registrar, Controller of Examinations, Finance Office, Directors, Deans, Heads of Department, Members of Faculty and other staff of the University, or creates any legal problems to them, in general and in particular the following:**

**Cyber Stalking,** i.e., using internet to harass someone.

**Cyber Pornography,** i.e., any material in this context would include video files, audio files, text files, images, animations etc displaying, distributing or sharing. These may be stored on CDs, websites, computers, cell phones etc.

**Defamation,** i.e., posting messages which lower the dignity or reputation or which assails the character of any person on any of the blogs/forums/social networking sites, etc.

**Denial of Service Attacks,** i.e., an act or attempt to make a computer resource unavailable to its intended users.

**Identity Theft,** gaining another person's personal information without their knowledge to commit theft or fraud.

**Hacking/Cracking,** which includes Black hat i.e., stealing or changing of information or inserting malware (viruses or worms)which damage the system; and Grey hat, i.e., gaining unauthorized access to computer, network, website or areas of a system.

**Sending Malicious Emails** which includes email bombing, sending malicious codes such as viruses, trojans etc. through emails as an attachment by sending a link of website which on visiting downloads malicious code; threatening through emails; etc.

**Password Sniffing,** i.e., using a program that logs keystrokes when the user types a password (key logger) to steal passwords of others unauthorisedly.

**Phishing,** i.e., attempting to acquire sensitive information such as usernames, passwords and credit card details by masquerading as trustworthy entity.

**Spamming,** i.e., leading to overloading of computer network and disrupting service and including Email Spamming.

**Spoofing,** which includes email spoofing i.e., impersonating and forging emails: manually or by using software masquerading as another by falsifying data for the purpose of gaining an illegal advantage, and other similar acts.

**Web** jacking, i.e., forcefully taking control of a web site by cracking the password.

I also affirm that if I am found guilty of any such wrong as mentioned in all the para above, I shall be liable to the action and be liable to punishment as per the regulations of the University which may extend to the cancellation of my admission.

Date:

Place:

Signature of deponent  
Name:  
Address:

Telephone/ Mobile No.:

**VERIFICATION**

Verified that the contents of this affidavit are true to the best of my knowledge and no part of the affidavit is false and nothing has been concealed or misstated therein.

Verified at place on this Day of month, year 201 .

Signature of deponent

Solemnly affirmed and signed in my presence on day of month, in the year , after reading the contents of this affidavit.

OATH COMMISSIONER